
100% Valid and Newest Version Terraform-Associate-003 Questions & Answers shared by Certleader
https://www.certleader.com/Terraform-Associate-003-dumps.html (176 Q&As)

Terraform-Associate-003 Dumps

HashiCorp Certified: Terraform Associate (003)

https://www.certleader.com/Terraform-Associate-003-dumps.html

The Leader of IT Certification visit - https://www.certleader.com



100% Valid and Newest Version Terraform-Associate-003 Questions & Answers shared by Certleader
https://www.certleader.com/Terraform-Associate-003-dumps.html (176 Q&As)

NEW QUESTION 1
How would you reference the volume IDs associated with the ebs_block_device blocks in this configuration?

A. aws_instance.example.ebs_block_device[sda2,sda3).volume_id
B. aws_lnstance.example.ebs_block_device.[*].volume_id
C. aws_lnstance.example.ebs_block_device.volume_ids
D. aws_instance.example-ebs_block_device.*.volume_id

Answer: D

Explanation: 
 This is the correct way to reference the volume IDs associated with the ebs_block_device blocks in this configuration, using the splat expression syntax. The other
options are either invalid or incomplete.

NEW QUESTION 2
Changing the Terraform backend from the default "local" backend to a different one after performing your first terrafom apply is:

A. Optional
B. Impossible
C. Mandatory
D. Discouraged

Answer: D

Explanation: 
 Changing the Terraform backend after performing the initial terraform apply is technically possible but strongly discouraged. This is because changing backends
can lead to complexities in state management, requiring manual intervention such as state migration to ensure consistency. Terraform's documentation and best
practices advise planning the backend configuration carefully before applying Terraform configurations to avoid such changes.References = This guidance is
consistent with Terraform's official documentation, which recommends careful consideration and planning of backend configurations to avoid the need for changes.

NEW QUESTION 3
Which option cannot be used to keep secrets out of Terraform configuration files?

A. A Terraform provider
B. Environment variables
C. A -var flag
D. secure string

Answer: D

Explanation: 
 A secure string is not a valid option to keep secrets out of Terraform configuration files. A secure string is a feature of AWS Systems Manager Parameter Store
that allows you to store sensitive data encrypted with a KMS key. However, Terraform does not support secure strings natively and requires a custom data source
to retrieve them. The other options are valid ways to keep secrets out of Terraform configuration files. A Terraform provider can expose secrets as data sources
that can be referenced in the configuration. Environment variables can be used to set values for input variables that contain secrets. A -var flag can be used to
pass values for input variables that contain secrets from the command line or a file. References = [AWS Systems Manager Parameter Store], [Terraform AWS
Provider Issue #55], [Terraform Providers], [Terraform Input Variables]

NEW QUESTION 4
How does Terraform determine dependencies between resources?

A. Terraform requires resource dependencies to be defined as modules and sourced in order
B. Terraform automatically builds a resource graph based on resources provisioners, special meta-parameters, and the stale file (if present}
C. Terraform requires resources in a configuration to be listed m the order they will be created to determine dependencies
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D. Terraform requires all dependencies between resources to be specified using the depends_on parameter

Answer: B

Explanation: 
 This is how Terraform determines dependencies between resources, by using the references between them in the configuration files and other factors that affect
the order of operations.

NEW QUESTION 5
Terraform configuration can only import modules from the public registry.

A. True
B. False

Answer: B

Explanation: 
 Terraform configuration can import modules from various sources, not only from the public registry. Modules can be sourced from local file paths, Git repositories,
HTTP URLs, Mercurial repositories, S3 buckets, and GCS buckets. Terraform supports a number of common conventions and syntaxes for specifying module
sources, as documented in the [Module Sources] page. References = [Module Sources]

NEW QUESTION 6
When should you use the force-unlock command?

A. You have a high priority change
B. Automatic unlocking failed
C. apply failed due to a state lock
D. You see a status message that you cannot acquire the lock

Answer: B

Explanation: 
 You should use the force-unlock command when automatic unlocking failed. Terraform will lock your state for all operations that could write state, such as plan,
apply, or destroy. This prevents others from acquiring the lock and potentially corrupting your state. State locking happens automatically on all operations that
could write state and you won??t see any message that it is happening. If state locking fails, Terraform will not continue. You can disable state locking for most
commands with the -lock flag but it is not recommended. If acquiring the lock is taking longer than expected, Terraform will output a status message. If Terraform
doesn??t output a message, state locking is still occurring if your backend supports it. Terraform has a force-unlock command to manually unlock the state if
unlocking failed. Be very careful with this command. If you unlock the state when someone else is holding the lock it could cause multiple writers. Force unlock
should only be used to unlock your own lock in the situation where automatic unlocking failed. To protect you, the force-unlock command requires a unique lock ID.
Terraform will output this lock ID if unlocking fails. This lock ID acts as a nonce, ensuring that locks and unlocks target the correct lock. The other situations are not
valid reasons to use the force-unlock command. You should not use the force-unlock command if you have a high priority change, if apply failed due to a state
lock, or if you see a status message that you cannot acquire the lock. These situations indicate that someone else is holding the lock and you should wait for them
to finish their operation or contact them to resolve the issue. Using the force-unlock command in these cases could result in data loss or inconsistency. References
= [State Locking], [Command: force-unlock]

NEW QUESTION 7
terraform validate confirms that your infrastructure matches the Terraform state file.

A. True
B. False

Answer: B

Explanation: 
 terraform validate does not confirm that your infrastructure matches the Terraform state file. It only checks whether the configuration files in a directory are
syntactically valid and internally consistent3. To confirm that your infrastructure matches the Terraform state file, you need to use terraform plan or terraform apply
with the -refresh- only option.

NEW QUESTION 8
A developer on your team is going lo leaf down an existing deployment managed by Terraform and deploy a new one. However, there is a server resource named
aws instant.ubuntu[l] they would like to keep. What command should they use to tell Terraform to stop managing that specific resource?

A. Terraform plan rm:aws_instance.ubuntu[1]
B. Terraform state rm:aws_instance.ubuntu[1]
C. Terraform apply rm:aws_instance.ubuntu[1]
D. Terraform destory rm:aws_instance.ubuntu[1]

Answer: B

Explanation: 
 To tell Terraform to stop managing a specific resource without destroying it, you can use the terraform state rm command. This command will remove the resource
from the Terraform state, which means that Terraform will no longer track or update the corresponding remote object. However, the object will still exist in the
remote system and you can later use terraform import to start managing it again in a different configuration or workspace. The syntax for this command is terraform
state rm <address>,
where <address> is the resource address that identifies the resource instance to remove.
For example, terraform state rm aws_instance.ubuntu[1] will remove the second instance of the aws_instance resource named ubuntu from the state. References
= : Command: state rm : Moving Resources
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NEW QUESTION 9
In Terraform HCL, an object type of object({name=string, age-number}) would match this value.
A)

B)

C)

D)

A. Option A
B. Option B
C. Option C
D. Option D

Answer: B

NEW QUESTION 10
If a module declares a variable with a default, that variable must also be defined within the module.

A. True
B. False

Answer: B

Explanation: 
 A module can declare a variable with a default value without requiring the caller to define it. This allows the module to provide a sensible default behavior that can
be customized by the caller if needed. References = [Module Variables]

NEW QUESTION 10
Only the user that generated a plan may apply it.

A. True
B. False
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Answer: B

Explanation: 
 Any user with permission to apply a plan can apply it, not only the user that generated it. This allows for collaboration and delegation of tasks among team
members.

NEW QUESTION 14
What are some benefits of using Sentinel with Terraform Cloud/Terraform Cloud? Choose three correct answers.

A. You can restrict specific resource configurations, such as disallowing the use of CIDR=0.0.0.0/0.
B. You can check out and check in cloud access keys
C. Sentinel Policies can be written in HashiCorp Configuration Language (HCL)
D. Policy-as-code can enforce security best practices
E. You can enforce a list of approved AWS AMIs

Answer: ADE

Explanation: 
Sentinel is a policy-as-code framework that allows you to define and enforce rules on your Terraform configurations, states, and plans1. Some of the benefits of
using Sentinel with Terraform Cloud/Terraform Enterprise are:
•You can restrict specific resource configurations, such as disallowing the use of CIDR=0.0.0.0/0, which would open up your network to the entire internet. This
can help you prevent misconfigurations or security vulnerabilities in your infrastructure2.
•Policy-as-code can enforce security best practices, such as requiring encryption, authentication, or compliance standards. This can help you protect your data
and meet regulatory requirements3.
•You can enforce a list of approved AWS AMIs, which are pre-configured images that contain the operating system and software you need to run your
applications. This can help you ensure consistency, reliability, and performance across your infrastructure4. References =
•1: Terraform and Sentinel | Sentinel | HashiCorp Developer
•2: Terraform Learning Resources: Getting Started with Sentinel in Terraform Cloud
•3: Exploring the Power of HashiCorp Terraform, Sentinel, Terraform Cloud ??
•4: Using New Sentinel Features in Terraform Cloud – Medium

NEW QUESTION 17
The Terraform binary version and provider versions must match each other in a single configuration.

A. True
B. False

Answer: B

Explanation: 
 The Terraform binary version and provider versions do not have to match each other in a single configuration. Terraform allows you to specify provider version
constraints in the configuration??s terraform block, which can be different from the Terraform binary version1. Terraform will use the newest version of the provider
that meets the configuration??s version constraints2. You can also use the dependency lock file to ensure Terraform is using the correct provider version3.
References =
•1: Providers - Configuration Language | Terraform | HashiCorp Developer
•2: Multiple provider versions with Terraform - Stack Overflow
•3: Lock and upgrade provider versions | Terraform - HashiCorp Developer

NEW QUESTION 20
How could you reference an attribute from the vsphere_datacenter data source for use with the datacenter_id argument within the vsphere_folder resource in the
following configuration?

A. Data.vsphere_datacenter.DC.id
B. Vsphere_datacenter.dc.id
C. Data,dc,id
D. Data.vsphere_datacenter,dc

Answer: A

Explanation: 
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 The correct way to reference an attribute from the vsphere_datacenter data source for use with the datacenter_id argument within the vsphere_folder resource in
the following configuration is data.vsphere_datacenter.dc.id. This follows the syntax for accessing data source attributes, which is data.TYPE.NAME.ATTRIBUTE.
In this case, the data source type is vsphere_datacenter, the data source name is dc, and the attribute we want to access is id. The other options are incorrect
because they either use the wrong syntax, the wrong punctuation, or the wrong case. References = [Data Source: vsphere_datacenter], [Data Source:
vsphere_folder], [Expressions: Data Source References]

NEW QUESTION 24
Which of the following methods, used to provision resources into a public cloud, demonstrates the concept of infrastructure as code?

A. curl commands manually run from a terminal
B. A sequence of REST requests you pass to a public cloud API endpoint Most Voted
C. A script that contains a series of public cloud CLI commands
D. A series of commands you enter into a public cloud console

Answer: C

Explanation: 
 The concept of infrastructure as code (IaC) is to define and manage infrastructure using code, rather than manual processes or GUI tools. A script that contains a
series of public cloud CLI commands is an example of IaC, because it uses code to provision resources into a public cloud. The other options are not examples of
IaC, because they involve manual or interactive actions, such as running curl commands,
sending REST requests, or entering commands into a console. References = [Introduction to Infrastructure as Code with Terraform] and [Infrastructure as Code]

NEW QUESTION 28
Module variable assignments are inherited from the parent module and you do not need to explicitly set them.

A. True
B. False

Answer: B

Explanation: 
 Module variable assignments are not inherited from the parent module and you need to explicitly set them using the source argument. This allows you to
customize the behavior of each module instance.

NEW QUESTION 30
Which of these ate secure options for storing secrets for connecting to a Terraform remote backend? Choose two correct answers.

A. A variable file
B. Defined in Environment variables
C. Inside the backend block within the Terraform configuration
D. Defined in a connection configuration outside of Terraform

Answer: BD

Explanation: 
 Environment variables and connection configurations outside of Terraform are secure options for storing secrets for connecting to a Terraform remote backend.
Environment variables can be used to set values for input variables that contain secrets, such as backend access keys or tokens. Terraform will read environment
variables that start with TF_VAR_ and match the name of an input variable. For example, if you have an input variable called backend_token, you can set its value
with the environment variable TF_VAR_backend_token1. Connection configurations outside of Terraform are files or scripts that provide credentials or other
information for Terraform to connect to a remote backend. For example, you can use a credentials file for the S3 backend2, or a shell script for the HTTP
backend3. These files or scripts are not part of the Terraform configuration and can be stored securely in a separate location. The other options are not secure for
storing secrets. A variable file is a file that contains values for input variables. Variable files are usually stored in the same directory as the Terraform configuration
or in a version control system. This exposes the secrets to anyone who can access the files or the repository. You should not store secrets in variable files1. Inside
the backend block within the Terraform configuration is where you specify the type and settings of the remote backend. The backend block is part of the Terraform
configuration and is usually stored in a version control system. This exposes the secrets to anyone who can access the configuration or the repository. You should
not store secrets in the backend block4. References = [Terraform Input Variables]1, [Backend Type: s3]2, [Backend Type: http]3, [Backend Configuration]4

NEW QUESTION 31
How does the Terraform cloud integration differ from other state backends such as S3, Consul,etc?

A. It can execute Terraform runs on dedicated infrastructure in Terraform Cloud
B. It doesn't show the output of a terraform apply locally
C. It is only arable lo paying customers
D. All of the above

Answer: A

Explanation: 
 This is how the Terraform Cloud integration differs from other state backends
such as S3, Consul, etc., as it allows you to perform remote operations on Terraform Cloud??s servers instead of your local machine. The other options are either
incorrect or irrelevant.

NEW QUESTION 36
You are using a networking module in your Terraform configuration with the name label my-network. In your main configuration you have the following code:
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When you run terraform validate, you get the following error:

What must you do to successfully retrieve this value from your networking module?

A. Change the reference value to my-network,outputs,vmet_id
B. Define the attribute vmet_id as a variable in the networking modeule
C. Define the attribute vnet_id as an output in the networking module
D. Change the reference value module.my,network,outputs,vnet_id

Answer: C

Explanation: 
 This is what you must do to successfully retrieve this value from your networking module, as it will expose the attribute as an output value that can be referenced
by other modules or resources. The error message indicates that the networking module does not have an output value named vnet_id, which causes the
reference to fail.

NEW QUESTION 37
What does state looking accomplish?

A. Prevent accidental Prevent accident deletion of the state file
B. Blocks Terraform commands from modifying, the state file
C. Copies the state file from memory to disk
D. Encrypts any credentials stored within the state file

Answer: B

Explanation: 
 This is what state locking accomplishes, by preventing other users from modifying the state file while a Terraform operation is in progress. This prevents conflicts
and data loss.

NEW QUESTION 38
The _____ determines how Terraform creates, updates, or delete resources.

A. Terraform configuration
B. Terraform provisioner
C. Terraform provider
D. Terraform core

Answer: C

Explanation: 
 This is what determines how Terraform creates, updates, or deletes resources, as it is responsible for understanding API interactions with some service and
exposing resources and data sources based on that API.

NEW QUESTION 41
A provider configuration block is required in every Terraform configuration.
Example:

A. True
B. False

Answer: B

Explanation: 
 A provider configuration block is not required in every Terraform configuration. A provider configuration block can be omitted if its contents would otherwise be
empty. Terraform assumes an empty default configuration for any provider that is not explicitly configured. However, some providers may require some
configuration arguments (such as endpoint URLs or cloud regions) before they can be used. A provider??s documentation should list which configuration
arguments it expects. For providers distributed on the Terraform Registry, versioned documentation is available on each provider??s page, via the
??Documentation?? link in the provider??s header1. References = [Provider Configuration]1
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NEW QUESTION 42
It is best practice to store secret data in the same version control repository as your Terraform configuration.

A. True
B. False

Answer: B

Explanation: 
It is not a best practice to store secret data in the same version control repository as your Terraform configuration, as it could expose your sensitive information to
unauthorized parties or compromise your security. You should use environment variables, vaults, or other mechanisms to store and provide secret data to
Terraform.

NEW QUESTION 46
Which command lets you experiment with terraform expressions?

A. Terraform console
B. Terraform validate
C. Terraform env
D. Terraform test

Answer: A

Explanation: 
 This is the command that lets you experiment with Terraform expressions, by providing an interactive console that allows you to evaluate expressions and see
their results. You can use this command to test your expressions before using them in your configuration files.

NEW QUESTION 47
You ate making changes to existing Terraform code to add some new infrastructure. When is the best time to run terraform validate?

A. After you run terraform apply so you can validate your infrastructure
B. Before you run terraform apply so you can validate your provider credentials
C. Before you run terraform plan so you can validate your code syntax
D. After you run terraform plan so you can validate that your state file is consistent with your infrastructure

Answer: C

Explanation: 
 This is the best time to run terraform validate, as it will check your code for syntax errors, typos, and missing arguments before you attempt to create a plan. The
other options are either incorrect or unnecessary.

NEW QUESTION 52
Which two steps are required to provision new infrastructure in the Terraform workflow? Choose two correct answers.

A. Plan
B. Import
C. Alidate
D. Init
E. apply

Answer: DE

Explanation: 
 The two steps that are required to provision new infrastructure in the
Terraform workflow are init and apply. The terraform init command initializes a working directory containing Terraform configuration files. It downloads and installs
the provider plugins that are needed for the configuration, and prepares the backend for storing the
state. The terraform apply command applies the changes required to reach the desired state of the configuration, as described by the resource definitions in the
configuration files. It shows a plan of the proposed changes and asks for confirmation before making any changes to the infrastructure. References = [The Core
Terraform Workflow], [Initialize a Terraform working directory with init], [Apply Terraform Configuration with apply]

NEW QUESTION 54
How does Terraform manage most dependencies between resources?

A. Terraform will automatically manage most resource dependencies
B. Using the depends_on parameter
C. By defining dependencies as modules and including them in a particular order
D. The order that resources appear in Terraform configuration indicates dependencies

Answer: A

Explanation: 
 This is how Terraform manages most dependencies between resources, by using the references between them in the configuration files. For example, if resource
A depends on resource B, Terraform will create resource B first and then pass its attributes to resource A.

NEW QUESTION 58
Where does the Terraform local backend store its state?
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A. In the terraform file
B. In the /tmp directory
C. In the terraform,tfstate file
D. In the user??s terraform,state file

Answer: C

Explanation: 
 This is where the Terraform local backend stores its state, by default, unless you specify a different file name or location in your configuration. The local backend
is the simplest backend type that stores the state file on your local disk.

NEW QUESTION 59
terraform validate reports syntax check errors for which of the following?

A. Code contains tabs for indentation instead of spaces
B. There is a missing value for a variable
C. The state file does not match the current infrastructure
D. None of the above

Answer: D

Explanation: 
 The terraform validate command is used to check for syntax errors and internal consistency within Terraform configurations, such as whether all required
arguments are specified. It does not check for indentation styles, missing variable values (as variables might not be defined at validation time), or state file
consistency with the current infrastructure. Therefore, none of the provided options are correct in the context of what terraform validate reports.References =
Terraform's official documentation details the purpose and function of the terraform validate command, specifying that it focuses on syntax and consistency checks
within Terraform configurations themselves, not on external factors like the state file or infrastructure state. Direct references from the HashiCorp Terraform
Associate (003) study materials to this specific detail were not found in the provided files.

NEW QUESTION 61
Which type of block fetches or computes information for use elsewhere in a Terraform configuration?

A. data
B. local
C. resource
D. provider

Answer: A

Explanation: 
 In Terraform, a data block is used to fetch or compute information from external sources for use elsewhere in the Terraform configuration. Unlike resource blocks
that manage infrastructure, data blocks gather information without directly managing any resources. This can include querying for data from cloud providers,
external APIs, or other Terraform states.References = This definition and usage of data blocks are covered in Terraform's official documentation, highlighting their
role in fetching external information to inform Terraform configurations.

NEW QUESTION 63
Where in your Terraform configuration do you specify a state backend?

A. The resource block
B. The data source block
C. The terraform block
D. The provider block

Answer: C

Explanation: 
 In Terraform, the backend configuration, which includes details about where and how state is stored, is specified within the terraform block of your configuration.
This block is the correct place to define the backend type and its configuration parameters, such as the location of the state file for a local backend or the bucket
details for a remote backend like S3.References = This practice is outlined in Terraform's core documentation, which provides examples and guidelines on how to
configure various aspects of Terraform's behavior, including state backends .

NEW QUESTION 66
You're writing a Terraform configuration that needs to read input from a local file called id_rsa.pub . Which built-in Terraform function can you use to import the
file's contents as a string?

A. file("id_rsa.pub")
B. templaTefil("id_rsa.pub")
C. filebase64("id_rsa.pub")
D. fileset<"id_rsa.pub")

Answer: A

Explanation: 
 To import the contents of a local file as a string in Terraform, you can use the built-in file function. By specifying file("id_rsa.pub"), Terraform reads the contents of
the id_rsa.pub file and uses it as a string within your Terraform configuration. This function is particularly useful for scenarios where you need to include file data
directly into your configuration, such as including an SSH public key for provisioning cloud
instances.References = This information is a standard part of Terraform's functionality with built-in functions, as outlined in Terraform's official documentation and
commonly used in various Terraform configurations.
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NEW QUESTION 67
Which of these commands makes your code more human readable?

A. Terraform validate
B. Terraform output
C. Terraform show
D. Terraform fmt

Answer: D

Explanation: 
 The command that makes your code more human readable is terraform fmt. This command is used to rewrite Terraform configuration files to a canonical format
and style, following the Terraform language style conventions and other minor adjustments for
readability. The command is optional, opinionated, and has no customization options, but it is recommended to ensure consistency of style across different
Terraform codebases. Consistency can help your team understand the code more quickly and easily, making the use of terraform fmt very important. You can run
this command on your configuration files before committing them to source control or as part of your CI/CD pipeline. References =
: Command: fmt : Using Terraform fmt Command to Format Your Terraform Code

NEW QUESTION 70
As a member of an operations team that uses infrastructure as code (lac) practices, you are tasked with making a change to an infrastructure stack running in a
public cloud. Which pattern would follow laC best practices for making a change?

A. Make the change via the public cloud API endpoint
B. Clone the repository containing your infrastructure code and then run the code
C. Use the public cloud console to make the change after a database record has been approved
D. Make the change programmatically via the public cloud CLI
E. Submit a pull request and wait for an approved merge of the proposed changes

Answer: E

Explanation: 
 You do not need to use different Terraform commands depending on the cloud provider you use. Terraform commands are consistent across different providers,
as they operate on the Terraform configuration files and state files, not on the provider APIs directly.

NEW QUESTION 71
You have never used Terraform before and would like to test it out using a shared team account for a cloud provider. The shared team account already contains
15 virtual machines (VM). You develop a Terraform configuration containing one VM. perform terraform apply, and see that your VM was created successfully.
What should you do to delete the newly-created VM with Terraform?

A. The Terraform state file contains all 16 VMs in the team accoun
B. Execute terraform destroy and select the newly-created VM.
C. Delete the Terraform state file and execute terraform apply.
D. The Terraform state file only contains the one new V
E. Execute terraform destroy.
F. Delete the VM using the cloud provider console and terraform apply to apply the changes to the Terraform state file.

Answer: C

Explanation: 
 This is the best way to delete the newly-created VM with Terraform, as it will only affect the resource that was created by your configuration and state file. The
other options are either incorrect or inefficient.

NEW QUESTION 76
What is the Terraform style convention for indenting a nesting level compared to the one above it?

A. With a tab
B. With two spaces
C. With four spaces
D. With three spaces

Answer: B

Explanation: 
 This is the Terraform style convention for indenting a nesting level compared to the one above it. The other options are not consistent with the Terraform style
guide.

NEW QUESTION 80
FILL IN THE BLANK
What is the name of the default file where Terraform stores the state?
Type your answer in the field provided. The text field is not case-sensitive and all variations of the correct answer are accepted.

A. Mastered
B. Not Mastered

Answer: A

Explanation: 
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The name of the default file where Terraform stores the state is terraform.tfstate. This file contains a JSON representation of the current state of the infrastructure
managed by Terraform. Terraform uses this file to track the metadata and attributes of the resources, and to plan and apply changes. By default, Terraform stores
the state file locally in the same directory as the configuration files, but it can also be configured to store the state remotely in a backend. References = [Terraform
State], [State File Format]

NEW QUESTION 82
How do you specify a module??s version when publishing it to the public terraform Module Registry?

A. Configuration it in the module's Terraform code
B. Mention it on the module's configuration page on the Terraform Module Registry
C. The Terraform Module Registry does not support versioning modules
D. Tag a release in the associated repo

Answer: D

Explanation: 
 This is how you specify a module??s version when publishing it to the public Terraform Module Registry, as it uses the tags from your version control system
(such as GitHub or GitLab) to identify module versions. You need to use semantic versioning for your tags, such as v1.0.0.

NEW QUESTION 85
How would you output returned values from a child module in the Terraform CLI output?

A. Declare the output in the root configuration
B. Declare the output in the child module
C. Declare the output in both the root and child module
D. None of the above

Answer: C

Explanation: 
 To output returned values from a child module in the Terraform CLI output, you need to declare the output in both the child module and the root module. The child
module output will return the value to the root module, and the root module output will display the value in the CLI. References = [Terraform Outputs]

NEW QUESTION 90
......
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